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RE: ACC Investigation Capability Reviews

We are pleased to attach our report concluding our independent review of ACC’s
investigation capability. Our findings and recommendations are attached for your
consideration and comment.

We have outlined in the report what leading practice looks like to help ACC
establishing an appropriate internal fraud capability. We have also taken a fresh
look at the existing National Investigation Unit that was the subject of a review in
2007.

The offshore peer agencies have generously extended an'invite for ACC to form a
relationship and share experiences (see Appendix C).

Please do not hesitate to call either- on_, or myself on-

, anytime.

Yours sincerely

Partner

Contents

Executive Summary 1
Internal fraud and corruption capability 1
Review of National Investigation Unit 2
Introduction 4
Background 4
Alignment with ACC's new Counter-Fraud Outcomes Model 5
Scope of this Review 6
Limitation of this Review 6
Fieldwork 7
Internal Investigation Capability Review 8
Approach 8
Strategy and Objectives 9
Process 10
Tools, Technology and Systems 1
Structure 13
People 14
Alignment 15
National Investigations Unit Review 17
Approach 17
Stakeholder feedback 17
Reflecting on the 2007 report 28
Peer Agencies 30
Advice from the peer agencies 31
Structure 36
Structure recommendations 41
Appendix A — Internal investigation review interviewees 43
Appendix B — National Investigation Unit review interviewees 44
Appendix C— Offshore Peer Agency Contacts 46

Report to ACC— November 2013



1. Executive Summary

In July 2013, we completed a counter fraud Gap Analysis and Fraud & Corruption Risk Assessment that established @Amden pensation Corporation
(“ACC” or “the Corporation”) approaches fraud and corruption risk, identifying what the risks are and assessing s of existi g co ols in place.

ACC has close to 3,000 employees and each year receives, disburses and invests billions of

dollars. Management recognises this profile creates an environment where there is a
potential employee fraud risk. We were initially asked to provide ACC with advice around

\l{}de:stand ‘Idelyt_ify tne Create a plan Internal &

establishing an appropriate internal employee-focused fraud and corruption capability. ‘&[}é_gzgfe'r'a‘" 5{2‘3::;;’;:: v:g aal?‘n:sess:s . inveexstteig:ilon
efforts fisks el reviews

In 2007 an independent review was conducted of the National Investigations Uni ;é% N
existed at that time. This Unit, in the main focussed on external fraud th
investigations. Following the review changes were made to the Unit’s f t:i?:le::t
and internal structure. ACC considered that now was seen as a go
a fresh look at the Unit to see how fit for purpose the Unit is to
Through a combination of leveraging the experience of a\ peer s, |nterV|ewmg the various stakeholders and applying our own experience in this
specialist area, we have outlined recommendation i Iement CC's have a more robust approach to the wide range of potential third party and
employee-focused threats it faces today. Tocdelive CC's desired er fraud outcomes, the Corporation needs a capability that caters for the planning,

prevention, detection and response to i erna thwhls will include a new employee-focused capability. With a broader scope and an increased
focus on customer service, the Inve% tellig cesga at are currently restricted to investigating client fraud can be more effective.

Internal fraud and corru

. . . . , . . . e s I Prevention
With a clear mandate from the Execu business friendly’ Integrity Investigation Manager will initially
have a total focus on prevention /Aﬁ% ction efforts, working across the business to raise awareness of this
 Detection
business risk, providing education to new starters and experienced personnel and they will establish proactive
detection initiatives.
M Response
(investigations)

Over time the individual will be seen by managers as a trusted advisor that focuses on prevention but can be
relied upon to complete professional investigations when required, working very closely with HR.

Suggested Integrity Investigation Manager’s focus
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They will build a good profile and will be perceived as fulfilling an important role for a mature business.

The individual will be a key participant in the recently formed Disclosure Committee at ACC that will adopt the role of an assessment panel that considers
allegations as they come in and is kept up to date with investigations that are undertaken.

In our opinion the team within the National Investigation Unit (“NIU”) has made good progress since the changes implemented after the review in 2007. In a
survey completed by 163 ACC personnel, more than 75% of the respondents said they:

e have a good or excellent understanding of the role of the NIU

believe the Unit is responsive
e are satisfied with the NIU overall
e have had decision making supported by the NIU
The employees who provided negative commentary focused on poor-turnaround-times, the ‘unit being separate from the network and staff not hearing back

when they have referred information to the NIU.

There are a variety of areas where our review of the Unit against peer agencies and counter-fraud better practice’ suggests ACC should take a different approach.
Three key issues in our opinion require attention:

Narrow focus

There is an almost exclusive focus on client (external) fraud at ACC, which has in our opinion been to the detriment to achieving prevention, deterrence and
detection outcomes with providers and levy payers. A clear.and more balanced strategy, endorsed by the executive, will be required to have a better focus.
Efficiency gains made through more aggressive file screening, having intelligence support with each of the area teams and addressing the case management and
workflow needs is also very likely to allow extra work to be undertaken without impacting the client-based savings made.

To align with counter-fraud better practice’, we have recommended in this report that the NIU’s scope increases to form an ACC Integrity Service that will address
a more holistic view to countering fraud and corruption risk, focusing not just on investigations but also prevention and detection initiatives. Employee fraud and
corruption risk and the on-going commitment to the fraud and corruption risk assessment also need to be better catered for.

In our opinion there are merits to have the expanded team reside in an ACC-wide area of the business. We have suggested a move from Claims management to
Actuarial and Risk as one option to consider.

1
See centre of Outcomes Model on page 5
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NIU leadership disconnected

The Investigation Unit is, in or opinion, missing a significant opportunity internally. We observed during the review a distinct lack of engagement between the
Unit and the Executive. Feedback received suggests that this perceived disconnection may have resulted in the NIU being an invisible service line within ACC.

Our observation from comparing ACC with the peer agencies highlighted that ACC would benefit from widely communicating the units counter-fraud strategy and
the initiatives it was working on to colleagues, providers and the public to proactively publicise what the team does and why. This encourages more open
communication, increased compliance and an acceptance of the need and benefits for stakeholders when ACC to undertakes this work.

Leadership in NIU Intelligence disconnected

The centralised intelligence model the NIU uses is not customer focused. The feedback we received throughout the review was that this approach has
consistently delivered a product and service that is not meeting the needs to the customers-who are the investigators'in the areas. We have suggested a re-think;
possibly a move to regional Intelligence Analyst model that could see an early and sustainable improvement in investigator efficiency and customer satisfaction

levels.
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2. Introduction

Background

2.1

2.2

2.3

The Accident Compensation Corporation (“ACC” or “the Corporation”) has not had an employee fraud and corruption focused capability for several years.
With the exception of the Malcolm Mason employee issue that arose in 2009, fortunately there have been veryfew other issues detected in recent years
involving employee dishonesty. Recognising that the corporation has a variety of potential threats, a view reinforced by the risk assessment, the
Corporation initially asked us to provide advice around building an employee focused capability.

The scope was then broadened, and we undertook a Counter-Fraud Gap Analysis to better understand how it approaches fraud and corruption risk. This
benchmarking exercise highlighted some strengths and weaknesses when compared with-a better practice model. ACC also undertook for the first time
an entity-wide fraud and corruption risk assessment which focused on identifying the variety of specific risks the Corporation faces today. The assessment
identified around 150 risks with two thirds involving employees, assessed the effectiveness of controls which overall are effective, and proposed several

control improvements to areas with moderate to high residual risk.

We were also asked to have a fresh look at how ‘fit for purpose’ the National Investigation Unit (“NIU”) is today, reflecting on the independent review of
the Unit carried out in 2007.

Fraud & Corruption Risk Assessment
What are our specific fraud & corruption risks? Employee Fraud & Corruption Capability
& What do we need to cater for the employee related risks?
Recommend treatments

Gap Analysis

How do we counter fraud and corruption National Investigation Unit

risk today? ‘Fit for purpose’ Review
" & "‘"‘m‘ L “'“wu How fit for purpose are we today?
w should we address the gaps Response b

INTERNAL &
EXTERNAL
THREATS
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Alignment with ACC’s new Counter-Fraud Outcomes Model

2.4 A model was developed at the end of the Fraud Risk Assessment to help describe what the Corporation is aiming to protect, the approach to take, and

what the goals are. This review is intended to provide advice around the capability required to deliver on the desired outcomes in this model.

Peo Ie,Our . W:awilltakea
SChngand HOIIStIC’ Matu re Comfort weare

our ACC Siecd approach to the reality of PrePared

fraud and corruption risk

protecting

The 3key
groups of ACC
peopletha
Reputation underpin the
Culture  success of
ACC's
counter-fraud
“programme Prevent
are equally.
engagedto,
ensure
success

Confidence Thisrisk is

ACC hasthe + viewed
strong within ACCas

measures in 3 ‘business as
place usual’ item

Financial

Let’s have things in place to go looking
for this risk and when Eses inevitably
arise we will detect them quickly and
'wrap protection anound those who
reali= it's “OK to Say™

ACTVITY REQUIRED
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2.5

2.6

2.7

2.8

2.9

The objective of the first phase of work was to provide a practical plan to build a sensible, cost-effective employee-focused capability that would leverage
lessons learnt elsewhere and identify areas for ACC to avoid. This work would explore the options of increasing ACC’s focus on the inevitable employee-
focused threat by capturing the views of a range of pre-approved peer entities who have established an employee-focused capability.

The objective of the second phase was to understand and comment on the extent to which the NIU has:

e an unambiguous strategy and clear objectives that align with the Corporate strategy forfraud
e acommensurate organisational structure

e the optimum capability & capacity to deliver on the strategy

e an efficient and effective set of tools and technology to complete the work

to support ACC in the achievement of its goals.

Both phases were to leverage the findings of the Gap Analysis and Fraud Risk Assessment to ensure the capability ACC has going forward is fit for purpose
and caters for the identified gaps and risks.

The terms of this engagement-and the scope of the work you asked us to undertake is different from an audit or a review engagement, and the assurances
associated with these reviews are not given. The financial and other information contained in this report have been provided by ACC’s personnel. Our
review was based on enquiries and the exercise of judgement. There is, therefore, an unavoidable risk that some issues may remain undiscovered. Our
review cannot be relied on to prevent or detect specific or actual incidents of fraud or error.

Due to the size of the NIU, we have interacted with all of the key managers and a selection of the operational team members. As such have not
interviewed all of the personnelin the Unit.

Investigation Capability Report to ACC November 2013



2.10

2.11

2.12

We completed the internal fraud capability phase in May and June. The review of the NIU was then completed in August and September. This involved
contact with a number of third parties who were all keen to help ACC where they could. We also spent time with members of the ACC Executive, senior
managers and ACC operational staff. Our principal ACC contacts, and project sponsors, were:

. 2@ (Company Secretary) — sponsor and engagement oversight; and
. 2@ (Associate Company Secretary) - assisted with the overall review and coordination of ‘the interviews and provision of
information.

We were provided with full access to relevant financial, personnel and other operational documents. Aswiththe Gap Analysis and Fraud Risk Assessment
work, all ACC personnel fully engaged with our enquiries and review.

At the conclusion of our fieldwork we discussed our key findings with 2@ . We'also provided ACC with a copy of our draft report on 13/9/13.
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3. Internal Investigation Capability Review

Approach

3.1 To understand what ACC should have in place to manage potential employee related fraud and corruption risk, we interviewed key personnel from
external organisations that have already built and maintained a capability. We did this to leverage their considerable experience. We blended that advice
with the views of ACC personnel and our own experience in this space (refer Appendix A).

/ Third parties with an established employee -focused capability \

TRANSPORT
gc"l:em N mﬁ :wlnlstry &'gugnml ACC personnel views
to oo
»ﬁb fb Inland Revenue Cafe',f"gff”
: . employee-
MINISTRY OF TeTari Taake focteed
SOCIAL DEVELOPMENT threats

Te Manata Whakahiato Ora

o

;g/ Meow Zealand
Large Bank eg woa n%' ag ¥ «Eg

Large Bank w IAG
\_ J

3.2 The conversations that took place covered a number of subjects. We have outlined our key observations and recommendations below.

Deloitte
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Strategy and Objectives

3.3

34

3.5

3.6

A common theme for those responsible for responding to allegations that involve serious wrong doing by employees is the need to be supported by clear
messaging from the top of that organisation and through to all employees. The messaging works best when it is unambiguous and is delivered by the Chief
Executive. The messaging outlines what the organisation’s attitude is to employee ethics and integrity issues, ‘and-also covers how-seriously it will take the
education, prevention, detection and response to issues that arise.

If the position is stated to be ‘zero tolerance’, it is imperative that the policy statement is backed up by action when issues arise.

In that messaging from the top, strong and positive ethics and integrity related statements area feature. Those charged'with enabling the policy are well
known across the business as being fully supported from the top and having a clear mandate to deliver onthe positionset by the CEO and Executive.

Operating protocols are clear and agreed — as the organisation needs to understand where responsibilities sit.

Recommendations

The CEO and Executive Team should consider their position and communicate in clear ‘business as
usual’ terms what the organisation’s attitude to fraud is

The Disclosure Committee is well placed to ‘operationalise’ that position.

As the scope of the fraud policy is being expanded to cater for serious wrongdoing, which is a positive
step, the desires of the senior team should be clearly reflected in that document. This will include:

what the position is and why it is important;

a commitment to providing proactive education for new starters and the longest serving team
members;

highlighting the mechanism to report concerns; and

how ACC will conduct a robust and transparent investigation when issues arise.

4. Develop a set of protocols to reinforce and clarify exactly who is responsible for what.
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3.7

3.8

3.9

3.10

3.11

A common theme emerged from the interviews. What has proven successful with both private and public sector organisations is having a group that
regularly meets to oversee the proactive and reactive measures taking place by the organisation regarding its employees. A multi-disciplinary group works
the best with senior personnel representing the following areas of the business:

e Senior Manager from the business

e HR

e legal

e Risk & Assurance

e The Investigator (who will coordinate or undertake the investigations)

This group or Committee assembles on a scheduled basis to review the proactive efforts and to be provided with updates on the investigations underway.

The group is visible and transparent to the business. Employees know of its existence and the role it performs, and as there are various skills represented,
the risk of challenging the process and the outcomes is reduced. All allegations are assessed and a conservative line is taken when deciding whether to
investigate or not. Feedback of the allegation outcomes are provided back to the business by the group to ensure continuous improvement.

The investigators who implement the strategy are focused on prevention, detection and response. In entities where allegations against employees are
regularly made, the broad split of focus tendstobe 40% on prevention,; 20% on detection efforts and 40% investigating allegations.

Key Prevention initiatives include:

e Developing awareness training material

e Delivering awareness sessions for new starters at induction

e Delivering awareness sessions for managers and staff at scheduled sessions

e Working with the assurance’/ risk managers to foster continuous improvement to the control environment
e Working very closely with HR to ensure alignment across all aspects

e Providing reporting to the business around emerging trends, key initiatives and progress on investigations

Investigation Capability Report to ACC November 2013
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3.12 Key Detection initiatives include:

e Complete familiarity with the fraud and corruption risk register

e Working closely with business owners to develop risk profiles that can be run across the transactional data by the Business Analysts
e Working with the Intelligence Analysts in the broader investigation team to leverage their tools and business understanding

e Working with managers to tailor alerts

3.13  Key Response initiatives include:

e Taking a lead role in the committee that forms to assess new allegations
e Provide reporting and updates to the committee regarding active investigations

e When allegations arise, providing well considered advice to the committee around the various investigative options available to the business, and
the associated risks and benefits

e Leading the investigations involving allegations made against employees
e Maintaining very close communication with HR and business managers as investigations progress
e Where necessary, preparing the referral files and liaising with Law Enforcement agencies, Crown Prosecutors and counsel.

e Ensuring all available lessons are fed back into the business.

Recommendations

Suggested focus

The existing Disclosure Committee is well placed to perform the function of assessing all employee-related
aliegations involving serious wrong doing, beyond focusing on ‘Protected Disclosures’.

¥ Prevention As suggested later in this section, a suitably qualified ‘Integrity Investigation Manager’ who has the right
= Detoction profile should be a key member of this group, working very closely with the HR representative.
The committee could periodically report to the ACC Board Audit and Risk Committee.
B Response . The Integrity Investigation Manager will be accountable for ensuring the business has every opportunity to
(investigations) leverage the experience built here to improve controls.

ACC should expect the Integrity Investigation Manager to initially focus 50/50 on prevention and detection
initiatives. As allegations increase (due to increased levels of awareness) and detection initiatives become
more business as usual, the balance should move towards a split shown in the diagram to the left.

Investigation Capability Report to ACC November 2013 11



3.14 The two banks, Inland Revenue Department (“IRD”), the Ministry of Social Development (“MSD”) and the NZ Police are in our view were the more effective
of the entities we spoke to at leveraging business as usual data to look for employee related risks. A standout common theme involves having a very good
relationship with the business data owners and their analysts. The effective Internal Investigators work hard to have ease of access to the information
together with the ability to scan the data warehouses for activity that may fit certain risk profiles. ~-When the various-business rules are triggered,
assessment and intervention where necessary can occur based on indicators in the data

3.15 The Police have developed an ‘Early Intervention’ programme which is intended to support and assist employees-who may be facing personal or
professional difficulties that could escalate into a performance or misconduct issue. It is'a voluntary and confidential process which involves employees
meeting ‘red flag’ business rules in the employee related data that results in an intervention.

e The data in the Police context is their ‘client’ database, PeopleSoft, tactical options data(front line decision making involving various use of force
options) and complaint data.

e The employee’s supervisor is advised of the alert that has triggered, and they-have an off the record ‘Intervention’ discussion with the employee.

e While the data types and the Police context may not seem relevant to ACC, it is-the principle of firstly understanding what may be indicators of an
increase in motivation and rationalisation’ for an ACC employee to do the wrong thing, and secondly receiving a proactive ‘heads up’ that an
employee who may be at risk should have the option of being spoken to:

3.16 Interms of the tools and systems successfully deployed elsewhere, the following are consistently deployed by internally focused personnel:
e Ready access to data mining capability(The combination-of ACC’s Business Information and Reporting team “BIAR” and the NIU’s Intelligence
Analysts have this capability)
e Access to i2 Analyst Notebook capability to assist with detection and investigation efforts (ACC already has this tool and iBase)
e Access to pre-arranged third parties that can provide specialist computer forensic and forensic accounting resources
e Access to additional investigative resources that are able to work closely with managers in the business during what is typically a stressful time
e Video conferencing to facilitate committee meetings
e Digital dictaphone and transcribing support

e e-Learning for employees to learn about red flags and reporting concerns

2
Refer to the ‘ACC Employee Fraud Diamond’, page 24, ACC Gap Analysis and Fraud & Corruption Risk Assessment Report
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e Email & internet usage monitoring

e A central reporting database that has strictly controlled access

3.17 The successful Integrity Investigation Manager will build repeatable awareness training that they can roll ‘out to employees, whether they are being
delivered for new starters or experienced personnel.

Recommendations

When recruiting the Integrity Investigation Manager, ensure the person has a proven ability to work
alongside people in the business such as the BIAR team, and that they have a good grasp of how
business data can be exploited in this context.

Consider the merits and application of an Early intervention type of approach in the ACC context.
Perhaps this could be one of the proactive initiatives for the new Integrity Investigation Manager to
explore.

Equally, the successful Integrity Investigation Manager will reference the above tools and systems list to
identify any gaps in the ACC toolkit.

Investigation Capability Report to ACC November 2013
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Structure

3.18

3.19

3.20

3.21

Where the responsibility for employee focused prevention detection and response efforts is pushed down too far in an organisation, the peer agencies
have found from their experience the effectiveness reduces considerably. The other common observation is to-encourage an independent perception of
the role, the placement within the organisation in an area that has a business-wide view such as risk, assurance, legal or if there is one, the Office of the
Chief Executive.

The ratio of employee-fraud focused investigators to total employees hovers around one FTE per 1,000 to 2,000 employees.

Investigators focused on employee fraud are often part of a broader investigation team, physically working alongside their fellow investigators focused on
external threats. When working well, the employee-fraud focused investigator’s proactive prevention efforts are highly visible to their fellow investigators.
Equally there is typically some form of a ‘Chinese wall” element where the employee focused detection and investigation work has additional security and
sensitivity applied. This approach also applies when Intelligence Analysts from the broader team are called on to help the employee-fraud focused
investigator make sense of the data mining efforts.

As mentioned in the previous section, where additional resource is required, using third party specialist investigation resources can be preferable to avoid
the awkwardness that can be experienced by the organisation’s investigators focused on external threats. As they rely heavily on front line employees to
contribute information on third party threats, a barrier can-emerge if they are perceived asthe same people who investigate their colleagues.

Recommendations

If the recommendation to have a manager of a broader scoped ‘Integrity Services’ is adopted (see later
sections), incorporating internal and external threats and the fraud risk assessment work, the leader of
that function would be at an appropriate level within organisation (3rd tier reporting in to a member of the
Executive team). The Integrity Investigation Manager would report in to that manager.

Create one FTE Integrity Investigation Manager position, incorporated within Integrity Services.

While ACC has a substantial team focused on external threats, feedback from the peer agencies, ACC
managers and NIU staff suggests it may be unwise to deploy the external-threat focused investigators to
investigate employees.

3
A Chinese wall is an information barrier implemented within an organisation to prevent exchanges of information that could cause conflicts of interest. (www.wikipedia com 2013)

Investigation Capability Report to ACC November 2013
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People

3.22 The profile of the individuals who have had more success as employee focused managers became quite clear from the peer agencies and is consistent with
our own observations. The entities have reflected that the type of work that is carried out demands a specific type of individual. The effective examples
possess these qualities. They tend to be :

e Extremely good communicators and ‘business friendly’. They are not perceived as a stereotypical ‘policeman’ who may be focused on a
prosecution.

e Comfortable interacting with senior managers who may, when such allegations surface, be subject to significant stress.

e Very strong relationship builders that are very closely aligned with senior HR personnel.

e Experienced at conducting very sensitive employee focused investigations, ideally with someexperience in a commercial environment.

e Strong investigation background with very strong interviewing skills:

e Preferably CIB (or equivalent) trained and qualified to provide comfort regarding the integrity of the investigation and where required the
prosecution process.

e Experience in exploiting technology to detect and respond to employee related issues.

e Has an established network with peer agencies.

Recommendations

ACC should consider establishing a new Integrity Investigation Manager position.

The critical success factor will be the profile of the person. Taking in to account the points outlined
above, ACC should carefully seek out a business friendly senior investigator who has experience
investigating sensitive matters and has a proven ability to adopt the role of trusted business adviser,

very familiar in taking a holistic view to employee integrity related issues.
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Alignment

3.23 To be effective, the review concluded that employee focused investigators require very strongly alignment and relationships with the organisations HR
function. Some organisations have a dedicated HR team member assigned to the integrity function.

3.24 Senior and operational managers should expect the Investigator to be:

e Culturally aligned with the business. This applies to the overt and discrete initiatives undertaken
e Absolutely aligned with the CEO’s position on employee integrity related issues
e Very aware of business processes and priorities

e Sensitive to business owners needs to have a well-balanced, transparent process around their employees

3.25 The investigators are well connected with peers working within other agencies in the private and public sectors. The effective investigators are viewed as
being at ‘the front of the pack’.

Recommendations

Consistent with earlier comments, we cannot over-emphasise the need for the integrity Investigation
Manager to be very closely aligned with ACC’s HR team.

ACC should have an objective to have the Integrity investigation Manager (over time) viewed internally

and externally as a very professional adviser that provides a very high quality service, adding value to
the trust and confidence in the brand.

Investigation Capability Report to ACC November 2013 16



4. National Investigations Unit Review

Approach A/% @i \»

4.1  To understand and comment on the extent to which the current National Investigation Unit has ai(bnigb ous st a%
alignment, a suitable organisational structure, capability, capacity and the right tools, we und kthe owmg(phase

Capture stakeholder views i \ Assessment of organisational

(Customers, senior managers, NIU er agency vi alignment, activity selecti_on and
team member, Crown Prosecutors) performance evaluation

Stakeholder feedback

Customer feedback

// N/
4.2  Animportant stakeholder gr 0( q\? are /thec
kinana

provided the NIU with infor \éfe (
the network and will largely re1a to cllept fraud \ \/

rs’. We sent a short ten question survey to around 350 existing personnel who have either
C that is more likely to interact with the Unit. The respondent’s feedback is from personnel in

4.3  The survey had responses from 1 /6/3 Vgé/s which in our experience is an excellent response rate.
\
Q//
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4.4

The survey was intended to seek feedback around their experience, views on what is going well and areas that could be improved. The questions asked
were as follows:

No. Question
1 Please describe how often you have interacted with the Investigation Unit
la If you have not interacted with the Investigation Unit, why is that? (more than one answer is ok)
2 What best describes the location in ACC you work? (To align with the 3 Investigation Unit geographic areas)
3 Please rate your level of understanding what the Investigation Unit does for ACC
4 What was the nature of the interaction? (you can choose more than1)
5 How would you rate the responsiveness of the individuals(s) you interacted with?
6 If you have sent through information about specific concerns, please rate your overall level of satisfaction with the service provided
7 Rate how well the Investigation Unit helped you make better decisions
8 Are there any services that you would like the Investigations Unit to provide that are currently not offered?
9 What does the Unit-do well that you would like to see more of?
10 What would you like the Unit to do differently?

The 4 rating levels used were intentionally chosen to encourage the respondent to take a positive or negative position rather than offering a neutral option:

Excellent/Very High
Good/High

Poor/Low
Very poor/Very Low

Investigation Capability Report to ACC November 2013
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4.5  The survey results, which will relate largely to the investigation of client fraud allegations, reflect very good feedback relating to customer understanding,

satisfaction levels, thoughts on responsiveness and how the Unit helps decision making:

Understanding of what the NIU does

m Very High
m High
mLow
m\Very Low

Satisfaction with Unit

M Excellent
M Good
m Poor

M| Very Poor

Responsiveness

Assisted in decision making

Investigation Capability Report to ACC November 2013
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" Good
M Poor

m Very Poor

m Excellent
m Good
m Poor

mVery Poor
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4.6 We then analysed the results to understand the percentage of positive and negative responses by geographic area. While there are subtle differences by
area, overall the ACC customer ratings are high:

Understanding

Northern
Central

Southern

0% 20% 40% 60% 80% 100% ;
i Positive M Negative § % ® Positive M Negative

Satisfaction % §%
Northern

Central

Northern

Central

Southern Southern

0% 20% 40% % 80% 100% 0% 20% 40% 60% 80% 100%
lPositive% ive M Positive M Negative
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4.7  Alarge number of respondents provided us with multiple comments. To preserve their privacy we have elected to not add that detailed feedback to this
report. Some general themes that emerged were:
e Front line staff are more satisfied when they have investigators in the branch.

e Sharing a branch with an investigator has a direct correlation to integration between the Branch<and Unit and increases perception and
responsiveness.

e Responding to colleagues in a timely fashion is clearly an issue for many. Several have never heard back after sending information in to the NIU.
e The quality of the experience varies depending on the investigator interacted with.

e The Case Managers like surveillance.

e Providing education to Case Managers and Branch Staff is desired, covering'what tolook out for.and what to do with the information.

e Investigators should provide feedback when a file they referred to the Unitiis closed and why:.

o A weekly/monthly newsletter on the intranet about emerging trends would be really helpful.

e Supply training to network staff regarding conflict resolution and other skills-may be found in the Unit

e The Case Managers would like to see Investigator’s KPI's-align with-their own. Having visibility over the NIU’s timeliness expectations of
investigators would help avoid the feeling referrals-can sitindefinitely.




4.8  We also produced a view of the words that the ACC employees used in their feedback. The words are displayed those words in accordance with their

frequency below. The darker and larger the word, the greater the frequency in the survey responses. Please note this is based on a simple word count

rather than providing an interpretation of positive or negative bias. The frequency of the more prominent words seems consistent with the observations
made above.

| HADALL, SEEMUCiany SRRL ~ o
IACC ONCE UNSURE ABLE ABOUT " AREMDENCE S
TIMELY RESULTSPR L||'<E ANSES
RENTLYINVESTIGATE CONCERNS,, LO?KKNOW e sNEEDOUTT!

LLENTG| IENTBRANCH DOING THINK
FRAUDI\/IANAGEIVIENT amcr:l.'ﬂmf |NFORMATIONUNITSTAFF
CLIENTS FOLLOW INVESTIGATION NOTHING COMMUNICATION

REFERRAL INVESTIGATORSACT\WORKORGREAT BETTERlNVESTlGATIONSSUR
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Feedback from Senior Managers

4.9

4.10

We also spoke with a small number of ACC senior managers to receive direct their feedback. We combined this with feedback that was informally
collected during the Gap Analysis and Fraud Risk Assessment phase of this work (Refer Appendix B of this report and Appendix B of the related Gap Analysis
and Fraud Risk Assessment Report).

The feedback from the managers was that they value the function that the NIU performs. Key themes and suggestions around how the service could be
improved emerged from those conversations:

e The Team has very low visibility within the Corporation, they seem to answer to themselves.

e lack of alignment between network key performance indicators (“KP1”) and NIU-KPI’s:

e Need snappy reports to highlight activity and produce ‘Emerging trends’ via one pagers for the network personnel.

e Need to be better at closing the loop on information disappearing into the NIU.

e Need faster turnaround times.

e More hands on awareness training for network personnel.

e Case Managers work hard to build rapport with Clients, even more/soin recent times. It is important the NIU personnel approach things in a
consistent manner.

e Carefully select the matters that surveillance efforts are applied to. Surveillance is a great tool when used well.

e |t is helpful when the investigators encourage informal discussions with network personnel, and shouldn’t always require a formal approach — at
least initially.
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Feedback from Crown Prosecutors

4.11 We spoke with representatives from the Crown Prosecutors at the three main centres, Auckland, Wellington and Christchurch. The key themes that
emerged from those conversations were:
e The Prosecutors have good relationships with the investigators.

e There is an opportunity for ACC to fill a gap by putting together a clear prosecution and recovery strategy which the three offices are keen to help
with.  This would outline what the objectives and priorities are and how ACC would like their prosecutors to-implement that strategy. The
prosecutors would like to have goals to work towards that align with the NIU and wider ACC strategy;

e The quality of files the prosecutor receives are, generally, very good, especially when compared with-other peer government agencies. Having ex-
CIB personnel has helped. File quality can vary depending on the investigation staff that has been involved prior to it arriving at the Crown. On
occasion, a file that has presumably made it through the Investigation<Unit checking process can still require a lot of work. This though is the
exception.

e The Auckland Area received special mention due to a noticeable and marked improvement in their prosecution file quality over the last 5 years;

e If consistency in the service received by ACC in the provincial areas is variable, ACC may see value in adopting a more centralised crown prosecution
provider model, with Auckland, Wellington and Christchurch firms providing all'of the support, increasing consistency. The prosecutors understand
the additional travel costs during trial will need to be weighed up with the benefits in that assessment.

e There is a risk that files that sit for an extended period before being investigated and then taking an extended period to investigate run the risk of a
stay of proceeding application made by the clients counsel. The investigators need to keep a close eye on ageing files.

e ACC could achieve greater financial returns and realise a higher degree of deterrent effect by pursuing civil recoveries when there are assets to
recover.

e There appears to be an opportunity to prosecute more providers but any decision to pursue needs to be made in line with the strategy as outlined
above.

e The Prosecutors see value'in conducting a'targeted ‘blitz’ on at risk areas.
e The Prosecutors are keen to provide training on the application of new legislation.

e The Prosecutors can provide coaching and advice to case managers involved in review meetings which the network personnel can find stressful.
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Feedback from NIU Team Members

4.12 We held a SWOT workshop with a small number of senior people from the NIU to gain a better understanding of their perceived internal strengths and,
weaknesses and external opportunities and threats. This view could later be compared and contrasted with the perception of the interviewees and our
own observations.

Intelligence software and technology leads e Performance indicators drive focus
public service capability away from Provider inquiries
Our people are competent and passionate  Absence of a clear mandate to
Formalised staff training plans generate business plans from’
Focus on quality, rather than quantity ® Minimal focus on debt recovery
of output * Lack of focus on internal allegations
« Unit is sometimes not agile enough to react to information requests

or activities outside general scope of operations factors

Internal

Alignment with ACC strategic intent; achieve goals in collaboration e Perception —there is a concern that the investigative nature of the
with company Unit clashes with ACC client-focus
Structure an education programme for branch staff to better e Thought that ACC may be seen by clients as a ‘soft touch’ if the
identify risks and red flags at an earlier stage company is not seen to be prosecuting fraud
Increase the transparency and visibility of the Unit across ACC to ¢ Inherent risk in eBusiness creates a long term threat — risk
develop internal relationships identification and mitigation required
Provide an easier and more effective referral mechanism to branch e Media coverage if the Unit makes an error External
staff e Provider investigations are complex and drain resources while factors
Continuous improvement (Kaiser} and development of staff and having negligible impact on KPI’s
processes to respond to evolving fraud risks e No understanding of potential total fraud risk
to ACC makes detection of risk areas difficult

Positive Negative
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4.13 We later interviewed some NIU team members in ‘one on one’ settings. The key positive themes were:

e The team members are very passionate about the importance of their work
e The Investigators and Intelligence Analysts have a strong desire to provide a good product or service

e The recent awareness sessions run across the branches were very positive for the network staff and the NIUteam.

4.14 The most significant negative aspects that came through in those conversations were:

Disconnected at the top

e The observation made was that Investigation Unit is missing a significant opportunity internally as there is a distinct lack of engagement between
the Unit and the Executive.

e This issue is thought to have emerged from a desire by the Unit to be an invisible service line within ACC. This position is in stark contrast to the
pre-2007 report era where the Investigation Unit (as it wasthen) had-a high profile (for what we understand were the wrong reasons) perceived at
that time to be causing negative perception issues for ACC.

e There is therefore a lack of connection between the activities the Unit performs-and the strategy of ACC and the Executive. The team perceive in
absence of that connection and an aligned strategy, the Unit creates'its own priorities and work plans in isolation of the business.

Success criteria and a lack of focus on providers and levy payers

e The team are almost entirely focused on-investigating claimant (external) fraud. This is due to the requirement to ensure clients receive the correct
entitlements. .

e Provider investigations are avoided as they aretime consuming and involve expensive prosecutions — often for a very small value defrauded from
the scheme. Levy payers are another area where, with an increased level of analysis and scrutiny, a greater level of assurance could be achieved
around the accuracy of levies being applied to the scheme.

Leadership in the NIU Intélligence

e The Intelligence function'has been consistently producing product that, on 90% of occasions, is not what the Investigators require. The staple
product is in depth profiles on individual which can take several weeks to produce, during which time an investigation progresses.

e The feedback provided to the Manager Intelligence for several years has not resulted in a change to the service provided.
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e The Analysts are adhering to the instruction of their manager. The investigators perceive the cause of this issue is a lack of appreciation by the
Manager Intelligence of who the customer is and providing a service the customer wants. The position taken appears to be instructing the analysts
to produce what is considered correct rather than providing what the customers’ desire.

e This long term gap has resulted in Administrative Support personnel in the regions producing Intelligence product for their teams, effectively
bypassing what the Intelligence Analysts spend a lot of time and effort producing. When detailed profiles are needed, what is produced by the
Intelligence Analysts is very helpful. Providing more instances of a trimmed down product would be of more benefit on the majority of occasions.

e Tools such as the geospatial capability, purchased to add value to the intelligence product, is currently under-utilised and could be helpful to other
parts of the business. The perception raised by some staff was there is desire among some in the NIU that they would prefer to keep those
specialist capabilities within the Unit.

Case Management and workflow

e The introduction of a robust Case Management and workflow tool will.remove a large amount of low value duplicated effort and reduce the risk of
privacy breaches with spreadsheet and email workarounds in place.
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Reflecting on the 2007 report

Issue category

Issue raised in 2007

Progress

Observations Result O
Previously positioned with Risk & Assurance for The move from Risk & Assurance‘into Claims Management has Moderat
oderate
convenience rather than being driven by a business | been effective in improvements since 2007. The opportunity .
. . . improvement O
need now is to broaden the scope of what is delivered.
L There does not appear to be a clear position on frauds of
No clear organisational mandate or approach . ) . \ . .
. . . various levels being committed against the scheme by third Minor ‘
which leads to differing views on how fraud should ] /. ] )
L parties: Forexample it is clearer that the Corporation takes a improvement
be approached by the organisation .
zero tolerance approach to employee fraud and corruption.
General lack of understanding as to the role and Survey results suggest that around 75% of colleagues Significant .
function of the Unit across the organisation understand what the NIU does. improvement
Investigative staff present in some branches has significantl
Generally seen as detached from the rest of the . 5 . p 8 4
T . ; increased integration between branches and the NIU.
organisation, approach perceived by other business . . Moderate O
] . ] However, the prevailing comment from branches is that the .
units as being somewhat secretive and-non- X o . . improvement
NIU’s performance indicators are perceived as being invisible
transparent . . . .
and inconsistent with the rest of the business.
Presence of investigative staff, particularly in the Northern
Perception that some staff have transported a region, has greatly increased the degree of interaction o
reer! s PSR . Significant
Police’ culture, which is not well aligned with the between branches and the Unit. )
. AN - . . N improvement
philosophy of a welfare organisation Significant gains have been made — discuss cross-pollination of
ideas/education re: fraud because of this
The NIU is undertaking awareness activity which is evident in
Unclear organisational view of fraud prevention the survey. This effort is focused largely on the investigation of Moderate O
detection and investigation strategy client fraud rather than including prevention and detection improvement

content.
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There have been some successful detection and prevention
initiatives such as the Accidental Death Unit probe. A

. ) . . - . . Moderate
Little attention paid to fraud prevention combination on fraud risk assessment awareness and working .
. o N improvement
closely with the Levy/BIAR units will improve the position
further.
The investigators are a lot more Case Manager friendly. The
. o . . engagement of investigators by the network personnel can still o
Approach to investigations is overly formal, rigid Significant
. be seen as too formal, but a balance needs to be struck when .
and overbearing L . . . improvement
assigning investigators effort to matters. Encouraging a flexible
approach by investigators would be positive.
Perceived that Provider and Claimant We note there is almost no focus on provider fraud. Continue Moderat
oderate
investigations are at odds with the greater to improve messaging to the business around why the team .
. L s improvement
business direction of the organisation does what they do.
e / We note that 19.6% (145/740) of the investigations on
hand'in August 2013 were opened in 2009.
. o L o |f evidence suggesting the client is fit for work; or is
Concern over investigations continuing for long : . L Improvement
. . ] . currently working, cannot be obtained within 6 months .
periods despite no evidence being found required
we suggest the file should be closed.
e Investigators have 25 — 30 files on hand each, this should
be 5 — 10 with faster turnover.
Fewer complaints made by clients and colleagues about the
Perception that a ‘Police’ approach is taken to NIU. Increase interaction at an earlier stage with both the Case Significant
investigations with a focus on prosecution Manager and Client to identify whether there is even an issue improvement

worth investigating.
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4.15 Having built up a good understanding of relative strengths and areas of improvement, we interviewed key personnel from a number of other agencies in
New Zealand, Australia and the United Kingdom to get a sense of how they are approaching external investigations (The interviewees are outlined in

Appendix B).

SFO'®

SERIOUS FRAUD OFFICE

NHS

Protect

4.16 These conversations reinforced various aspects of the good progress made by the Unit, such as:

e the skillset of the investigators
e having access to a team of Intelligence Analysts

e achieving a high conviction rate

togle g
i
MINISTRY OF
SOCIAL DEVELOPMENT
Te Manatiu Whakahiato O

Large Bank

e with the exception of the workflow case management needs, having an excellent suite of investigative and analytical tools

4.17 There are many areas that are working well'and do not require any change. For these we have not assigned much commentary as they are going well,
rather we have focused on the advice provided by the other agencies that may help to address any gaps and improve the NIU.

Investigation Capability Report to ACC November 2013 30



Advice from the peer agencies
Staying connected with stakeholders

4.18 The leaders of the ACC investigation team should work closely with the Executive to develop a clear strategy that aligns with-ACC’s strategy. The business
planning process for the team would then be undertaken with confidence from the Executive and the téam that there is alignment.

4.19 Rather than having an invisible profile, peers strongly suggest ACC would benefit from widely communicate the units counter-fraud strategy and the
initiatives to colleagues, providers and the public to proactively publicise what the team does and why. This encourages more open communication,
increased compliance and an acceptance of the need and benefits for stakeholders when ACC to undertakes this work.

4.20 We note the SFO has a helpful guide outlining how to interact with the Office on their website which-may be of
interest. http://sfo.govt.nz/f374,25520/SFO_Guide to Investigations.pdf.

4.21 Like the SFO, NHS Protect (who are charged with prevention, detection and response across the NHS in the UK) have
FAQ's on their website. Like the SFO, they publicise their recent cases to increase awareness'and to achieve a very sro .ﬁ&
hard to measure deterrent effect with clients, providers and levy payers: http://www.nhsbsa.nhs.uk/Protect.aspx.

0 \S 'PAU'\ OFFICE

4.22 NHS Protect also provides guidance on their website outlining their counter-fraud related expectations of medical
providers: http://www.nhsbsa.nhs.uk/3577.aspx
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4.23

4.24

4.25

4.26

In relation to staying engaged with ACC colleagues, The Transport Accident Commission (“TAC”) has developed an e-Learning fraud module that their client
facing staff completes. They have achieved a 95% completion rate by their colleagues which has proven to be a very effective way of educating and staying
connected to the TAC's investigators key customer group.

Peers provide a wide variety of educational material to external stakeholders via their websites, attending industry meetings and through in person training
and e-Learning.

The peers suggest ACC get really close to provider groups and an effective mechanism can be through participating in industry gatherings such as
scheduled meetings and seminars. This responsibility can be shared by Investigators. When provider investigations or themes arise, ACC should be
proactive in approaching the industry groups to share the insight and encourage them to communicate to their members. This encourages information
being supplied about other activity by providers and should have a deterrent effect.

To help build relationships internally, peers who run similar teams strongly encourage the holding of informal meetings over a coffee with members of the
Executive.

The lack of focus on providers and levy payers

4.27

4.28

4.29

4.30

The NIU focuses team effort almost exclusively on client fraud. The key driver of thisis due to an understandable expectation to achieve savings for the
scheme by removing people defrauding the scheme through intervention. The savings are calculated using an actuarial method. We note that peers in the
private and public sector also use this method.

Agencies such as WorkSafe and NHS Protect recognise the need to also address provider and levy payer fraud risks. We note this concern is shared by NIU
personnel and managers we spoke to across ACC. The Crown Prosecutors also mentioned the lack of focus on Providers.

The peers have suggested that while having the requirement to achieve client related savings is very important, the strategy and activities of the NIU
should also reflect the needtoassign some priority to'\providers, and to a lesser degree levy payers. TAC has a very approximate 60/40 split between client
and provider focus, and WorkSafe have a ~80/20 split between client and provider focus. The focus on levy payers is a minor component of their provider
percentage.

When adding a focus on providers, the peers think ACC should consider the important deterrent effect of prosecuting providers, and monetary value of the
fraud is a minor consideration when deciding whether to pursue an investigation and if the evidence supports it, prosecution.
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Investigation process

4.31

4.32

4.33

4.34

4.35

4.36

4.37

The NIU’s current approach, where investigators hold 25 to 40 files each, is in our opinion inefficient. The view of peer agencies is each investigator should
have no more than 10 investigations, and much less if they are holding complex cases.

The organisation receives approximately 1,400 allegations per annum from the public and internal sources. ‘Around 12% are removed from the scheme or
have their entitlement decreased, and around 1% make it through to prosecution. The NIU recognises a large proportion of the 1,400 allegations spend
too long in the investigation process, consuming effort, before a decision is made to remove them from the process.

Other agencies complete more vigorous triage assessment of the complaints when they arrive. Some use weighted scoring tools to assist with this process.
The common objective is to only provide investigators with files that are likely to proceed through to-a desired and tangible outcome. This does not
necessarily mean pursuing a prosecution, as the cessation of weekly payments to a-person defrauding the scheme is also a fantastic result.

Other agencies have frequent status reviews across their file load, frequently applying a rigorous assessment of whether the matter still warrants the
investigators effort.

We understand the NIU has started improving this approach. Reinforcing the needfor change isthe age of the file load and recent case load data indicates
there is an issue:

145 open investigations from 2009
38 open investigations from 2010
70 open investigations from 2011
211 open investigations from 2012
276 open investigationsfrom 2013

Like all of the agencies including ACC, IRD recognise they can’t investigate all matters and evaluate their allegations based on the following criteria:

e Importance
Deterrence
Materiality
Public interest
Social impact

The peer agencies have consistently suggested a maximum time frame for client related enquiries is 6 months. This excludes prosecution files. The
maximum investigation period for a provider is 12 months. Peers have experienced negative publicity when individuals have been investigated for
extended periods and the passing of time also presents practical challenges such as witnesses not being able to recall historical events.
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4.38 WorkSafe, NHS Protect, TAC, MBIE and the IRD have strongly suggested managing such a high file load will result in:

a lack of investigator focus and satisfaction

longer case turnaround times

increased risk of client and case manager complaints

investigators and support personnel spending too much time undertaking administrative tasks for a greaternumber of files

Focus on more than response

4.39 The peer agencies recognise the need to apply effort not only to investigating allegations, but also to prevention-and detection efforts. Their experience
suggests the NIU should broaden its focus to include:

e Prevention initiatives: Typically consisting of delivering awareness training to colleagues and providers, ensuring controls are strengthened in the
business when frauds occur and helping assess fraud risks when the organisation takes on new initiatives, offers new services or acquires new
technology.

e Detection efforts: This work tends to focus on generating profiles to search across client and provider business data for indicators of fraudulent
behaviour. The large bank leverages a capability similar to ACC’s BIAR team to aggressively mine client data for fraud indicators.

4.40 ACC could consider the model adopted by NHS Protect. Their personnel who investigate client frauds are ‘Counter-fraud Specialists’. By definition, their
responsibilities include prevention responsibilities, helping with detection initiatives and investigating allegations. They provide accredited counter-fraud
training at multiple levels for personnel working in this space across the UK : http://www.nhsbsa.nhs.uk/4064.aspx
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Intelligence support

4.41 Peer agencies have stated that producing an intelligence product that is not used by the investigators is an expensive waste of effort and resources.
Intelligence is key but it has to be focused and what the investigators need to effectively carry out their job.

4.42 One agency said that the intelligence team need to understand the expectations of their customer and they must provide what the customers want
without pushing their own agendas. We note that due to slow turnaround times for the in-depth profiles currently produced, NIU-administrators have
been asked by investigators to produce a trimmed down version, satisfying the investigators needs.

4.43 The agencies consistently recommend that Intelligence Analysts should ideally be physically close to the investigative team as this results in efficient
provision of the service the customer wants. A common failing experienced by the peer-agencies was also noted that some intelligence professionals
gravitate to the production of more challenging, in-depth but time consuming strategic intelligence product, often to the detriment of the production of

greater quantities of tactical product.

4.44  To ensure consistency when analysts are geographically dispersed, ACC should consider maintaining some form of centralised quality control, peer review,
and coordination function.

Case Management and workflow

4.45 The agencies all have different case managementsystems, and we havenot been exposed to any that come highly recommended by the peer agencies.
4.46 NHS Protect originally purchased an ‘off the shelf’ package for a reasonable cost, and then experienced significant unplanned increases in expenditure
when they required post implementation modifications to be carried out. They ended up disposing of that system and had two consultants customise a

ground up tool which they are pleased with. The key piece of advice is having multiple investigators involved in the selection, design and testing process.

4.47 The absence of a case management and workflow tool swill result in NIU managers and personnel wasting effort.
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4.48 This review was also asked to assess the extent to which ACC has a commensurate organisational structure to meet the requirements of a fraud or
investigation capability.

4.49 After the review in 2007, the Unit was moved to reside in claims and the following structure was adopted. Broadly speaking, the structure underwent
some minor changes in 2010, and still reflects the Area investigation team model with a centrally located intelligence and support capability.

Proposed structure in the 2007 repart

National
Investigation Manager

Serious Fraud & Investigation Support
Manager

‘ Senior Investigator

‘ Investigation Business Analyst

Intelligence Analyst
X2

‘ Investigation Projects Manager

‘ Computer Auditor

‘ Administrator

I 1
‘ Area Investigation Manager ‘ ‘ Area Investigation Manager ‘ ‘ Area Investigation Manager ‘

‘ Investigators ‘ ‘ Investigators ‘ ‘ Investigators ‘

Investigation Unit Structure Review

4.50 The NIU review has identified a number of positive aspects and a number of barriers to the team being more successful than it operates today. Some of
these pressure points could be attributable to the structure of the unit.
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4.51 Based on the understanding of the ACC's strategic direction, review principles were identified to inform the review and selection of a unit structure. The

table below describes the design principles defined.

Category

Relative Priority & scoring values

No Design Principle
Best=2 @ Good=1 () poor=0 O
- . s Moderately
1 The structure supports an efficient and effective organisation. Highly supportive ! Minimally supportive
supportive
2 The structure aligns with the strategic direction of ACC. Strong alignment Some alignment Little alignment
The structure supports strengthening ACC’s relationship with its Moderately
3 Highly supportive Minimally supportive
Customers. supportive
The structure provides a basis for improved speed and accuracy of Moderate
4 . . Strong improvement Minimal improvement
decision-making. improvement
There is clear accountability for'decision-making embedded in the Minimal
5 Clear accountability Some accountability
structure. accountability
6 The level of staff empowerment/ decision-making authority is Highty iate Moderately Minimall iate
sas inimally a,
appropriate forthe strategy of ACC and nature of the position. approp appropriate v approp
The structure supports clarity around roles and responsibilities Moderately
7 o o Highly supportive Minimally supportive
within the organisation. supportive
The number of direct reports and degree of supervision is Moderately
8 appropriate for the strategy of ACC and nature of direct report Highly appropriate " Minimally appropriate
q mpﬂa
positions. P
9 The organisation structure does not have an over-dependence on Minimally dependent Moderately Highly dependent
inima. N il
the skills'and availability of specific individuals. v depe dependent pe
The organisation structure has a positive impact on operational
10 Positive impact Neutral impact Negative impact

discipline.
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4.52 The analysis of the Unit’s current state identified two review criteria for further analysis:

1. The structure of the Unit itself, and

2. The reporting line of the Unit within the business.

Team Administrator|
- Auckland

4.53 The review of the Unit structure considered two options:
Option One — No Change: Option One proposes that no change is made to the existing structure. This option maintains status quo, and therefore does not
address the structure related pain points identified. However, this option causes the least amount of disruption to the team!.
Structure of the Unit under Option One:
National Manager
Team Administrator
| || 1
Manager, Sthn Area Central Area Northern Area
Intelligence & Investigations Investigations Investigations
Support Services Manager Manager Manager
|
| | |
. N Intelligence Area Snr N Area Snr Investigation Investigation
Sn(r:hrisnchurch ) - - . - Ig‘rl:lstmg\alt:;h_ Palmerston No:(h 3 . L B
Wellington Christchurch Wellington Auckland City Auckland
Operations Support | Collection & < = - - Investigator — o Investigator — South
Manager Collation Analyst Christchurch Christchurch Palmerston North Tauranga Whangarei Auckland
[ " " Investigator — - igs - L Investigator — o Investigator — South
R L L Christchurch Tauranga Wellington Whangarei Auckland
| N - = L Investigator — o Investigator -
IENEncE AN Wellington U Auckland Hamilton
N Investigator -
- _ | Investigator — L -
Intelligence Analyst Auckland Hamilton
| = Investigator —
Intelligence Analyst Auckland
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Option Two — Customer Service Focus & Broadening of Scope: Option Two proposes that a change is made to the team structure in order to address the
structure related pain points identified in the review. The focus for this option is on improving the Unit’s customer service, broadening the scope to
introduce the Internal Investigations scope and adding the discipline of maintaining ACC’s ongoing fraud and corruption risk assessment.

Structure of ‘Integrity Services’ under Option Two:

Sthn Area Centralarea Northern Area
Investigations Investigations Investigztions
Manager Manager NManager
1 | | |
) == =
Cobection& [ahensul I I = Y I I I"L:s::',m_' n;;nmr—snix [Team Administrator
Collation Analyst Christeiwarch Cheistchurch Palmersion North wellington { ‘Auckland Gty Auckiand —Auckland
Intelligerce Anshyst - J (| | by z = . | | Inwestigator— | 2 -Soutt
Wellington Christchwchy Cheistchurch Palmesston Noith. Taurags Whangarei Auckland
- i e {0 I m‘- jator —
[feaxs [ Cheistehiurch Tauranga =]  Weliington Whangarei \nvestigator —South
Auckland
I Irwestigator — - - || Investigator — || Investigator—
Wellington Auckland Hamilton
|| Investigator — | | investigator-
Auckland Hamilton
| | Investigator —
Muckland
- Modified Position
i -
Unchanged Position
Removed Positions
Manager, Inteligence
Natianal Manager Intelligence & Manager — Analyst Iy Rerce Anshyst
SPPOn Services Wellington
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4.54 The two Unit structure options were assessed against the design principles defined. The table below shows the outcome of this assessment:

Unit Structure
Option

Option One - Status Quo

Span of
Control

Benefit Authority/ Responsibility

Risk Management

»| O [P®|O OO |O

Option Two — Customer
Service Focus

e 6 O | O e 0> e 0 O "

4.55 The review of the Unit reporting line considered four options:

Option Reporting Line Description

The Investigations Unit currently reports in to the Claims Management area of ACC. This positioning has been a driver to focus

1 Claims almost exclusively on external, claims related fraud. However, it does not drive the ‘whole of business’ approach to fraud and
corruption that ACC requires.
This option would see the Investigations Unit change its reporting line to the Risk & Actuarial Group. As well as being a good logical

2 Actuarial & Risk | fit in terms of scope, this change in reporting line would support the ‘whole of business’ approach to the counter-fraud initiatives.
The new Head of Integrity Services will need to work closely with the Chief Risk Officer who is in Actuarial and Risk.

Corporate This option would see the Investigations Unit change its reporting line to the Corporate Secretary. This option would drive the
3 Secretary ‘whole of business’ approach to the counter-fraud initiatives. However, this is not a logical fit in terms of the Service’s scope.
Government While this option would see the capability reside in a function with a business wide view, Government, Policy & Legal does not have
4 Policy & Legal | 2 focus on managing risk, and adding this Service could risk diluting this group’s focus.
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4.56 The reporting line options were assessed against the design principles defined. The table below shows the outcome of this assessment:

Span of
Control

Benefit Authority/ Responsibility

Risk Management

Unit Reporting Line
Option

1 Status Quo

3 Corporate Secretary 11

Government, Policy

& Legal

D
2 Actuarial & Risk .
[
Q)

O|l@ |@ |@

O|le |® |0
|0 |@ (@
5

| @ | @ |@

O
P>
>
>

@ | @ |@® |O

Structure recommendations
4.57 Achange in reporting line for the Unit, from the Claims Unit in to the Actuarial & Risk group will enable the Service to operate across ACC.
4.58 The alignment with the Actuarial & Risk group will support the development of the required process discipline within the service.

4.59 A restructuring of the capability with a focus on customer service, employee focused prevention, detection and investigation and the addition of the fraud
and corruption risk assessment discipline based on clearly defined roles and reporting lines will benefit the Service, its customers and the wider ACC.
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4.60 These recommendations, if implemented, would result in the following changes to the current structure:

Current Position

National Manager

Manager, Intelligence & Support Services

Intelligence Manager - Wellington
Intelligence Analyst
Intelligence Analyst
Intelligence Analyst
N/A

N/A
N/A

N/A

N/A

N/A

N/A
Southern Area Investigations Manager
Central Area Investigations Manager
Northern Area Investigations Manager
Snr Investigator - Christchurch

Operations Support Manager

Collection Manager
Intelligence Analyst

Future Position Title
N/A

N/A
N/A
N/A
N/A
N/A
Head of Integrity Services

Integrity Investigation Manager
Snr Intelligence Analyst

Intelligence Analyst — Southern Area
Intelligence Analyst — Central Area
Intelligence Analyst — Auckland City
Intelligence Analyst — South Auckland
No-change in title

No change in title

No change in title

No change in title

Operations Support & Fraud Risk

Assessment Manager

Collection & Collation Analyst

No change in title

Status
Disestablished

Disestablished
Disestablished
Disestablished
Disestablished
Disestablished

New Position

New Position

New Position

New Position
New Position
New Position
New Position
Minor Change
Minor Change
Minor Change
Minor Change

Minor Change

Minor Change
Minor Change

Impact Description

New Position created to lead the team resulting from an increase in Integrity
Service’s scope

New position created with responsibility for Internal Fraud Investigation

New position created to lead the Wellington based Intelligence Team. This is a team

leader position with joint responsibility for intelligence analysis and team
coordination

New position reporting to Southern Area Investigations Manager

New position reporting to Investigation Manager — Central Area

New position reporting to Investigation Manager — Auckland City

New position reporting to Investigation Manager — South Auckland

Position reports to new Head of Integrity Services position

Position reports to new Head of Integrity Services position

Position reports to new Head of Integrity Services position

Minor change in reporting line. In future state position reports to Southern Area
Investigations Manager

Minor change in reporting line. In future state position reports to new Head of
Integrity Services position. Position’s scope increases to include Fraud Risk
Assessment responsibility.

Position reports to Snr Intelligence Analyst position. Title change.

Position reports to Snr Intelligence Analyst position
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Appendix A — Internal investigation review interviewees

EXTERNAL THIRD PARTIES

No. Role Business Unit Organisation
1 Inspector Professional Standards NZ Police
2 Inspector Professional Standards NZ Police
3 National Manager Intelligence Unit Integrity Services Ministry of Social Development

4 Acting Manager Integrity Services Ministry of Social Development
5 Integrity Assurance Coordinator Risk and Assurance Ministry of Business, Innovation & Employment
6 Internal Investigator Risk'and Assurance Ministry of Business, Innovation & Employment
7 Integrity Assurance Manager Risk and Assurance IRD
8 Manager Investigations Forensics Group Victoria Australia -Transport Accident Commission
9 Fraud & Security Risk Manager Legal Risk & Compliance IAG

10 National role - responsible for Internal Fraud Risk / Legal area Major bank 1

11 National role - partially responsible for Internal Fraud Risk area Major bank 2
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ACC PERSONNEL

Appendix B — National Investigation Unit review interviewees

No. Name Role Area
1 Scott Pickering Chief Executive Executive
2 Herwig Raubal GM Actuarial & Risk Executive
3 _ Manager National Investigations Unit Management
4 _ Southern Area Investigation Manager Christchurch
5 _ Central Area Investigation Manager Wellington
6 _ Northern Area Investigation Manager Wellington
7 _ Investigation Manager Auckland North Shore, Auckland
8 _ Investigation Manager South Auckland Manukau, Auckland
9 _ Serious Fraud Investigation & Support Intelligence Unit
10 _ Manager, Intelligence Intelligence Unit
11 _ Senior Investigator Christchurch
12 _ Investigator Christchurch
13 _ Investigator Wellington
14 _ Senior Investigator Wellington
i o

[y
(O]

Intelligence Analyst

Intelligence Unit

16 — Operations Support Manager Intelligence Unit
_ Intelligence Analyst Intelligence Unit
_ Northern Area Claims Management Hamilton

19 — Branch Manager - Hamilton Hamilton

20 _ Investigator Manukau, Auckland
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EXTERNAL THIRD PARTIES

No. Name Role Division Organisation
1__ Partner N/A Luke Cunningham & Clare, Wellington
2_- Senior Associate N/A Luke Cunningham & Clare, Wellington
3__ Partner N/A Meredith Connell, Auckland

4 - Partner N/A Raymond Donnelly, Christchurch
5_- Senior Intelligence Analyst Evaluation & Intelligence Unit Serious Fraud Office
6 _ National Manager ,Of the 'Natlonal Risk Assurance Ministry of Social Development
Fraud Investigation Unit
7 _ Manager Fraud Investigations Immigration Ministry of Business, Innovation and

Employment

8 _ Fraud & Security Risk Manager Legal Risk & Compliance IAG

9 _ Manager, Investigations Hg:l:igzr:‘;zngrrinr::raud, Inland Revenue Department

10 _ Manager, Investigations Forensics Group Transport Accident Commission (AU)
T_ Manager, Investigations Enforcement Group WorkSafe (AU)
_ Managing Director NHS Protect National Health Service (UK)

13

(Confidential)

National role ~responsible for
risk, compliance & integrity services

Risk, Compliance & Integrity

Services area (Major bank)

Investigation Capability Report to ACC November 2013

45



Appendix C — Offshore Peer Agency Contacts

Managing Director
NHS Protect

www.nhsbsa.nhs.uk/Protect.aspx @
Manager, Investigations @ §
Enforcement Group

WorkSafe @ @

Tel (+61)
Fax (+61)
Mob (+61

www.worksafe.vic.gov.au @ v
@@ (has established a ec with l% y)
Manager Investigations

Forensics Group

Transport Accident Commission

Direct (+61 %
www.tac.vic.gov.au @

Investigation Capability Report to ACC November 2013

46
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